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Abstract 

 

Aim: The main aim of the research is to detect Credit Card Fraud using Logistic Regression (LR)compared with 

the Novel Random Forest (RF).  

Materials and Methods: When implementing an accurate prediction model it might not be sufficient to just 

consider one or two parameters. This analysis will be fed to the prediction model. Following logistic Regression 

Algorithm, Novel Random Forest Algorithm Based on the Previous Collected Datasets can Predict the 

Upcoming credit card fraud With Calculations.  

Result: Comparison is done by using SPSS Software.The Logistic Regression algorithm produces 83.5% 

whereas Random forest algorithm produces 94.89% accuracy while detecting credit card fraud on a data set (p > 

0.05). Hence Random forest is better than Logistic Regression. 

Conclusion: After Using iterations get that by using logistic Regression algorithm get 83.5% (0.83) and novel 

Random Forest algorithm get 94.89% (0.94).So can say that By using the novel Random Forest Algorithm get 

more Accuracy than logistic Regression Algorithm. 
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1. Introduction 

 

 The cards are subsequently used fraudulently by 

impostors who have intercepted them. Card fraud 

transactions stored by financial issuers are very 

small compared to legitimate transactions, which 

results in a high imbalance credit card dataset 

(Mqadi, Naicker, and Adeliyi 2021). The manual 

method is estimated by different fraud investigators 

who check the separate transaction and generate 

binary feedback on every fraud transaction. Fraud 

cases in the transaction are the primary barrier 

while enhancing e-commerce and also cause a 

massive loss in the economy (Mehbodniya et al. 

2021). This problem is costly for financial 

institutions, whether it is money or reputation, 

which is why they look for various solutions to 

prevent fraud. However, fraudsters also use 

technology to evolve and destroy these protective 

measures (Peng, Hao, and Pal 2021). Card fraud 

can happen with the theft of the physical card as 

well as with the compromise of the card, including 

skimming, breach, and account takeover, which 

would otherwise look like a legitimate transaction 

(Gao et al. 2019). Credit card fraud occurs 

whenever a credit card is used without the consent 

of its legitimate owner with the aim of either 

making purchases or stealing money (Gao et al. 

2019; Buonaguidi et al. 2021). Credit Card Fraud is 

one of the biggest threats to business 

establishments today. Credit card fraud begins 

either with the theft of the physical card or with the 

important data associated with the account, such as 

card account number or other information that 

necessarily be available to a merchant during a 

permissible fraud transaction that is not legitimate 

(Hyder John 2019). 

In the last five years, Google scholar 

identified almost 7100 research articles on Credit 

Card Fraud Detection using one of the machine 

learning algorithms, logistic regression compared 

with the novel Random Forest. Identification in 

illegal credit card dealings is an enormously 

intricate issue, as aspects are rarely beneficial if 

considered independently (Morine et al. 2017). The 

next approach employs supervised learning 

schemes to teach appropriate classifiers on the 

collection of trades involving genuine and 

fraudulent cases. The directed learning scheme 

works by removing out the swindle features from 

the deceitful trade (Venkata Suryanarayana, Balaji, 

and Venkateswara Rao 2018). Financial fraud has 

posed a serious menace that are far reaching 

consequences for individuals, corporate 

organizations, the government, and the finance 

industry(Gao et al. 2019). Creditcard span is an 

extensive term for deceits committed, including an 

imbursement card such as a credit card as a 

degraded source of money in dealings (“Credit 

Card Fraud Detection System Based on 

Operational & Transaction Features Using SVM 

and Random Forest Classifiers” n.d.). Classifiers 

are typically employed to analyze all the authorized 

transactions and alert the most suspicious ones. 

Alerts are then inspected by professional 

investigators who contact the cardholders to 

determine the true nature (either genuine or 

fraudulent) of each alerted fraud transaction (V and 

Gokula 2019). In order to minimize costs of 

detection it is important to use expert rules and 

statistical-based models (e.g. Machine Learning) to 

make the first screen between genuine and potential 

fraud and ask the investigators to review only the 

cases with high risk (Venkata Suryanarayana, 

Balaji, and Venkateswara Rao 2018).Our team has 

extensive knowledge and research experience  that 

has translated into high quality publications     

(Pandiyan et al. 2022; Yaashikaa, Devi, and Kumar 

2022; Venu et al. 2022; Kumar et al. 2022; 

Nagaraju et al. 2022; Karpagam et al. 2022; 

Baraneedharan et al. 2022; Whangchai et al. 2022; 

Nagarajan et al. 2022; Deena et al. 2022) (Pandiyan 

et al. 2022; Yaashikaa, Devi, and Kumar 2022; 

Venu et al. 2022; Kumar et al. 2022; Nagaraju et al. 

2022; Karpagam et al. 2022; Baraneedharan et al. 

2022; Whangchai et al. 2022; Nagarajan et al. 

2022; Deena et al. 2022) 

The research gap identified from the 

existing system shows poor accuracy. The study is 

to improve the accuracy of 

Classification(Mehbodniya et al. 2021) by 

incorporating logistic Regression and comparing 

performance with the novel Random Forest. The 

proposed model improves classifiers to achieve 

more accuracy for Credit Card Fraud Detection.  

 

2. Materials and Methods 

 

This study setting was done in the Soft Computing 

Laboratory, Saveetha School of Engineering, 

Saveetha Institute of Medical and Technical 

Sciences. The number of required samples in 

research is two in which group 1 is logistic 

Regression compared with group 2 is novel 

Random Forest Algorithm. The samples were taken 

from the device and iterated 10 times to get the 

desired accuracy with G power. A dataset 

consisting of a collection of stocks was 

downloaded from the Kaggle repository 

(salihfurkansaglam 2021) 

 

Algorithm for logistic regression 

Logistic Regression is a Machine Learning 

algorithm that is used for classification problems, it 

is a predictive analysis algorithm and based on the 

concept of probability. 
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Steps 

Stage 1: Import python Libraries. 

Stage 2: Investigate and Clean the Information. 

Stage 3: Change the out Factors by making Faker 

Factors. 

Stage 4: Split Preparing Information and Test 

Datasets. 

Stage 5:Change the Mathematical Factors: Scaling. 

Stage 6: Fit the Strategic Relapse Model. 

from sklearn.linear_model import 

LogisticRegression 

classifier = LogisticRegression() 

classifier.fit(X_train, y_train) 

pred = classifier.predict(X_train) 

print(classifier.score(X_train,y_train)) 

Stage 7: Assess the Model. 

Stage 8: Decipher the Outcomes 

 

Algorithm for Random Forest 

Novel Random forest is a Supervised Machine 

Learning Algorithm that is used widely in 

Classification and Regression problems. It builds 

decision trees on different samples and takes their 

majority vote for classification and average in case 

of regression. 

 

Steps 

Step 1: Load the important libraries 

Step 2: pick N irregular records from the 

informational index. 

Step 3: Build a decision tree based on these N 

records. 

Step 4:Pick the quantity in the Random variable 

algorithm and rehash steps 2 and 

3. 

# importing rfc classifier 

from sklearn.ensemble import 

RandomForestClassifier 

RFC = RandomForestClassifier() 

RFC.fit(xtrain, ytrain) 

ypred = RFC.predict(xtest) 

Step 5: Fitting the Random forest model 

n_outliers = len(fraud_) 

n_errors = (ypred != ytest).sum() 

print("Random Forest Classifier") 

Step 6: Evaluating model’s performance 

 

Recall that the testing setup includes both hardware 

and software configuration choices. The laptop has 

an Intel Core i5 5th generation CPU with 8GB of 

RAM, an x86-based processor, a 64-bit operating 

system, and a hard drive. Currently, the software 

runs on Windows 10 and is programmed in Python. 

Once the program is finished, the accuracy value 

will appear. Procedure: Wi-Fi laptop connected. 

Chrome to Google Collaboratory search Write the 

code in Python. Run the code. To save the file, 

upload it to the disc, and create a folder for it. Log 

in using the ID from the message. Run the code to 

output the accuracy and graph. 

 

Statistical Analysis 

SPSS is a software tool used for statistics analysis. 

The proposed system utilized 10 iterations for each 

group with predicted accuracy noted and analyzed. 

Independent samples t-test was done to obtain 

significance between two groups.  

 

3. Results 

 

 Table 1 shows the accuracy value of iteration of 

LR and novel RF. Table 2 represents the Group 

statistics results which depict LR with mean 

accuracy of 83.5%  and standard deviation is 1.84. 

Novel RF has a mean accuracy of 94.89% and 

standard deviation is 1.82. Proposed novel  RF 

algorithm provides better performance compared to 

the LR algorithm. Table 3 shows the independent 

samples T-test value for LR and novel RF with 

Mean difference as -11.39, std Error Difference as 

0.82. Significance value is observed as 0.96 (p > 

0.05).  

Figure 1 shows the bar graph comparison 

of mean of accuracy on LR and novel  RF 

algorithm. Mean accuracy of LR is 83.5% and 

novel RF is 94.89%.  

 

4.  Discussion 

 

In this study, the iteration based on the previous 

historical datasets are considered for getting the 

accurate value of Credit Card Fraud Detection 

using logistic Regression Algorithm and novel 

Random Forest algorithm on the basis of anaconda 

navigator (Jupituer notebook) and SPSS. After 

getting many iterations, compare all the Selective 

algorithms and decide to get The accurate values of 

crop yield prediction. 

The implementation of the machine 

became to learn about Credit Card Fraud Detection. 

Have a look at makes a speciality of the credit card 

datasets obtained from diverse portals belonging to 

some districts of Karnataka inside the country. 

Datasets ordered in a properly based totally way. 

The logistic Regression set of guidelines is used for 

the prediction model and its accuracy is received. 

The destiny is outstanding for the implementation 

of system studying algorithms inside the vicinity of 

Credit Card Fraud Detection and are hoping to put 

in force greater advanced algorithms in order that 

the system becomes more efficient. Hoping to 

make tool prediction extra sturdy and attain 

excessive accuracy with the assistance of greater 

datasets and advanced algorithms. 

 

5. Conclusion 
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In this study, Credit Card Fraud Detection using a 

novel RF algorithm provides better accuracy than 

LR algorithm.  
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Table 1. Accuracy Values for LR and novel RF 

S.NO LR RF 

1 85.00 92.00 

2 82.00 93.50 

3 84.00 94.68 

4 85.00 96.80 

5 83.00 95.00 

6 80.00 96.00 

7 86.00 92.00 

8 85.00 95.90 

9 82.00 96.25 
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10 83.00 96.80 

 

 

 

Table 2. Group Statistics Results-LR has an mean accuracy (83.5%), std.deviation (1.84), whereas for 

novel RF has mean accuracy (94.89%), std.deviation (1.82). 

Group Statistics 

 

 

Accuracy 

Groups N Mean Std deviation Std. Error Mean 

LR 10 83.50 1.840 .58214 

RF 10 94.89 1.828 .57822 

 

 

Table 3. Independent Samples T-test -novel RF seems to be significantly better than LR (p=0.99) 

 

 

 

Accuracy 

Independent Samples Test 

Levene’s Test for Equality of Variances T-test for Equality of Means 

F Sig t df 
Sig(2-

tailed) 

Mean 

Difference 

Std.Error 

Difference 

95% Confidence 

Interval of the 

Difference 

Lower Upper 

Equal 

variances 

assumed 

.003 .960 
-

13.885 
18 .155 -11.39400 .82070 

-

13.12691 
-9.66910 

Equal 

variances not 

assumed 

  
-

13.885 
17.999 .155 11.39400 .82070 

-

13.12692 
-9.66919 
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Fig. 1. Bar Graph Comparison on mean accuracy of LR (83.5%) and novel RF (94.89%). X-axis: LR, novel RF, 

Y-axis: Mean Accuracy with ±2 SE. 

 

 


